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Purpose and Legal Basis for Processing Personal Data

Personal data is processed for the performance of a contract between the Data Controller
and the data subject and, where applicable, on the basis of the consent given by the data
subject. This applies in connection with and to enable orders, registrations, applications,
contacts, transactions, marketing, reporting, and other measures related to customer
relationship management.

Purchase and transaction data as well as location data processed in the register may also
be used for profiling and for targeting marketing measures and customer communications
to better match the data subject’s interests. Personal data is also processed in connection
with sending newsletters and participation in events and other marketing activities.

If the data subject does not provide the requested information insofar as it relates to event
registration or a trial membership application, the Data Controller cannot accept the
registration or application and therefore cannot enter into a contract with the data subject
regarding participation in the event or the application.

Categories of Data Subjects and Personal Data

The categories of data subjects whose data may be processed include participants in
events organized by the Data Controller, applicants for trial membership, and individuals
who have given consent for marketing.

The register may contain, among other things, the first and last name of a registered
participant or trial membership applicant, contact details, and other necessary information
related to the event or application.



Information entered by the data subject themselves when registering for an event or
submitting an application may include, for example: email address, phone number, address,
or date of birth.

Regular Disclosures of Data

Register data may be shared within the association and with event stakeholders. Data is
not transferred outside the EU or the EEA.

Retention Period of Personal Data

Personal data is retained for as long as necessary to enable the registration or application
made by the data subject and the related event. The data is deleted once the defined
retention period has expired.

Principles of Register Protection

Data is stored in a technically protected manner. Unauthorized access is prevented through
firewalls and other technical security measures. Access to the register data is limited to the
Data Controller and specifically designated technical personnel. Only authorized individuals
have the right to process and maintain the register data. Users are bound by confidentiality
obligations.

Register data is securely backed up and can be restored when necessary.

Rights of the Data Subject

Right of Access

The data subject may request a copy of their personal data by contacting the Data
Controller's contact person. When requesting data, the data subject must verify their
identity and thereby their right to access the data.

Right to Rectification

If the data subject notices inaccuracies or errors in their data, they may request correction.
The request must specify which data is considered incorrect, on what grounds, and how the



data should be corrected. The data subject may also request completion of incomplete
personal data.

Right to Restriction of Processing

If the data subject has contested the lawfulness of processing, the accuracy of personal
data, or objected to the processing, they have the right to request restriction of processing
until the accuracy and lawfulness of the processing have been verified.

Right to Object to Processing

The data subject may object to the processing of their data on grounds relating to their
particular personal situation. In such cases, the Data Controller may no longer process the
personal data unless there is a compelling and legitimate reason overriding the interests
and rights of the data subject, or if processing is necessary for the establishment, exercise,
or defense of legal claims.

Derogations from Rights

In certain individual cases, the rights described herein may be restricted based on grounds
laid down in the GDPR and the Finnish Data Protection Act, insofar as exercising the rights
would prevent or significantly hinder the achievement of scientific or historical research
purposes or statistical purposes. Any need to derogate from these rights is assessed on a
case-by-case basis.

Exercising the Rights of the Data Subject

If you have questions regarding the rights of the data subject, you may contact the Data
Controller’s contact person.

Right to Lodge a Complaint with a Supervisory Authority

If the data subject wishes to lodge a complaint regarding the processing of their personal
data, they may primarily contact the Data Controller’s contact person. The data subject also
has the right to lodge a complaint with the supervisory authority, the Data Protection
Ombudsman.

The website of the Office of the Data Protection Ombudsman is available at
www.tietosuoja.fi.



